**Foundations of cybersecurity > Module 4 > Professional Statement**

List 3 strengths you currently have or are committed to developing:

* Programming (Python, SQL)
* Strong written and verbal communication
* Proficiency with SIEM and other tools

List 2 values you have:

* Protecting organisations and people’s SPII
* Adhering to laws

1. What interests me about the field of cyber security?

Incident response, computer forensics

1. Who is the audience for my professional statement?

Cybersecurity recruiters, government employers

1. In what way can my strengths, values and interests in cybersecurity support the security goals of various organisations?

I aim to leverage my strong technical skills to enhance an organisation’s security posture while effectively communicating relevant laws and frameworks that could prevent potential breaches.

Draft:

I am a highly motivated cybersecurity professional passionate about incident response and computer forensics. I leverage my technical skills in programming (Python, SQL) and proficiency with SIEM tools to identify and mitigate risks, ensuring the protection of sensitive information and adherence to legal frameworks. With strong written and verbal communication, I am committed to safeguarding organisations and individuals by upholding a robust security posture and compliance with relevant laws.

NOTE: update this regularly